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ABSTRACT

This chapter attempts to synthesize the mainstream theories of radicalization and the cyber-psychological and behavioral approaches with a view to identifying individuals’ radicalization online. Based on the intersections of those two fields, this chapter first elaborates how radical groups use cyberspace with a specific concentration on the so-called cyber caliphate claimed by the Islamic State of Iraq and al-Sham (ISIS). Second, it revisits mainstream theories of radicalization and specifies the psychological and behavioral facets of the radicalization processes proposed by those theories. Following that, it integrates theories of radicalization with cyber-psychological and behavioral explanations of online radicalization to reveal how ISIS’s use of cyberspace attracts individuals and facilitates online radicalization.

INTRODUCTION

Since 1990s, individuals and groups have been building new societies, spaces, and networks on the internet with their online identity bricks. Such experiences of digitalization have broadened the scope of social research, as scholars attempted to incorporate a new cyber dimension into their debates. Hence, recent research on terrorism and radicalization has moved beyond the classical theories of radicalization to empirical assessments of digital dynamics that may pave the way for online radicalization of individuals, which in turn culminate in acts of violence. In order to explain the contextual dynamics of online radicalization, scholars closely watch contemporary developments in cyberspace, and encompass the radical use of cyber tools in their research. Reiterating generally acknowledged facts about the internet, many of those studies dwell on the internet’s facilitating role for individuals, who have radical ideas to some extent and who are already become radicalized, to socialize among other likeminded individuals, and for virtual radical groups to convey their messages to a larger audience by exceeding spatial and temporal limits.
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Notwithstanding the increasing volume of publications that review online radicalization and terrorism, to date there have been very few scholarly efforts to expound on the cyber-psychological and behavioral dimensions of online radicalization. For the purpose of filling such a gap, this chapter aims to examine the intersections of radicalization theories and the cyber-psychological and behavioral approaches in order to identify how individuals become radicalized online. This chapter will first analyze how radicals use cyberspace with a specific concentration on the so-called cyber caliphate claimed by the Islamic State of Iraq and al-Sham (ISIS). Second, the chapter will elaborate on mainstream theories of radicalization in detail, and explore the psychological and behavioral facets of the radicalization processes referred by those theories. Finally, it will synthesize theories of radicalization with cyber-psychological and behavioral explanations of online radicalization in order to explain how ISIS’ use of cyberspace attracts individuals and paves the way for online radicalization. Even though the utilization of online tools by radical groups might be traced back to the 1980s when members of those groups prepared propaganda movies on videotape and published sophisticated magazines to disseminate via mail (Stern and Berger, 2016), the use of cyberspace as an ideological battleground for radical groups occurred in the 2000s following the rise of social media as a phenomenon. Therefore, this chapter aims to reach a more comprehensive picture of contemporary developments in online radicalization by elaborating further on ISIS and the cyber-psychological and behavioral dimensions of the debate. Taking this into consideration, this chapter will specifically focus on the themes of socialization, enculturation, cognitive opening, and anonymity as psychological and behavioral dimensions to assess how cyberspace may play a facilitating role in radicalization.

ONLINE RADICALIZATION AND RADICALS’ USE OF CYBERSPACE

Currently almost one-third of the world’s population uses smart phones (Statista, 2017), Facebook has more than 2 billion active users (Statista, 2017), and Twitter has 328 million monthly users (Statista, 2017). Considering the transformative characteristic of internet technologies, and the facilitating role of social media platforms for communication and influence, it seems unsurprising that radical groups embraced those opportunities for the same reasons as other groups (Aly, et al., 2017). If one construes terrorism as a type of communication (Schmid and de Graaf, 1982) or as a form of “communicative violence” (Aly, et al., 2017), then disseminating propaganda messages to attract the masses and gain sympathizers/new recruits are central to it. Hence, this aspect of internet technologies which is prone to abuse became a golden opportunity for radical groups that hinge on communication due to the aforementioned reasons.

Research on online radicalization stemmed from concerns related to the dark side of the internet, which might facilitate the radicalization of individuals and furthermore their engagement with violent extremist activities. Before it was brought to light that al-Qaeda members shared the details of the planned terrorist attacks to be held on 9/11 through email drafts on a common email address, very few attempts had been made to address the possibility of online radicalization, although the inexorable progress and spread of internet technologies had already been a hot topic among social scientists. During 1990s, scholars expected diverse outcomes from the new digital age. On the one side, there were optimists who mostly cited the positive benefits of the internet, such as opening new channels for social relations by promoting pluralism and diversity (Rheingold, 1993), and providing a real medium for friendship (Katz & Aspden, 1997). On the other, there were pessimists who underscored the alarming side of the
internet. According to those perspectives, the internet would create “a nation of strangers” (Turkle, 1995) by destroying social integration, and engender an “internet paradox” by reducing social involvement, psychological well-being, and emotional investment (Kraut et al., 1998). The truly interesting side of the debate was that online radicalization mostly used the internet’s positive benefits such as providing a diverse and easily reachable mass, but then these aspects were twisted by potential radicals to reach like-minded individuals and groups, and to engage in violent extremism and terrorist acts.

The historical progress of how radical groups used cyberspace says a lot about how quickly they integrated their virtual goals and activities into a new cyber environment, though it is difficult to place each and every activity of those groups into chronological order. Despite Al Qaeda’s early attempts to make use of the internet, Lebanon’s Hezbollah emerged later on as a leading agent of radicalization in cyberspace. Today, Hezbollah has more than 20 websites in 7 languages (Arabic, Azeri, English, French, Hebrew, Persian, and Spanish), many television and radio channels as well as a quite complex social media network (The Meir Amit Intelligence and Terrorism Information Center, 2013), all of which provide the group with vast opportunities to establish networks, communicate, and spread propaganda. Among some of the cyber capabilities of Hezbollah are leaking planes’ camera systems, organizing attacks on DoS (Denial of Service) and DDoS (Distributed Denial of Service), and hacking fiber optic cables (Richards, 2014). The group used most of those aforementioned capabilities during the Israel-Lebanon War of 2006 (Saad, Bazan & Varin, 2015). Founding the “Cyber Hezbollah”, a branch of the group responsible for the group’s cyber initiatives, Hezbollah holds regular cyber conferences with the participation of “Islamist hackers” and “cyber jihadists” in order to find new strategies in cyberspace (Wahdat-Hagh, 2011). Improved cyber skills give Hezbollah the opportunity to spread propaganda, communicate, win over the hearts and minds of potential radicals, and facilitate online radicalization.

As cyber technologies and online media sources gradually sophisticated, radical groups advanced their online strategies accordingly. A recent and staggering example was how members of Al Shabaab used the group’s Twitter account during the terrorist attack at the Westgate Mall in Kenya in 2013 (Mair, 2017). During the four-day siege - which resulted in 67 fatalities and 175 wounded - the world watched closely while the group live-tweeted the terrorist attack on its Twitter feed. Considering that Kenya is one of the most active countries in Africa on Twitter, and President Uhuru Kenyatta is among the most-followed African leaders (Simon et al., 2014), Shabaab’s use of Twitter as a communication channel seemed well-planned in attracting both domestic and international attention. Lashkar-e-Taiba, a Pakistan based militant organization, also has sophisticated cyber capabilities, and claimed to use Google Earth in order to gather intelligence and determine routes during its attacks on Mumbai in November 2008 (Glanz, Rotella and Sanger, 2014). What is more, Jamaat-ud-Dawah, the so-called charity arm of Lashkar-e-Taiba, allegedly held a two-day conference on social media for their future cyber initiatives, in Lahore, on December 26 and 27, 2015 (Sharma, 2016). In the light of those examples, the ability of radical groups to adopt and engage with a dynamic digital world is worth discussing.

Among other contemporary examples, ISIS is distinguished with its more sophisticated use of online platforms and its developed understanding of cyberspace in general. In order to draw a detailed picture of ISIS, one should undoubtedly consider its cyber dimension, which makes the group a cyber threat of modern times. Only through the use of social media and online communication was ISIS able to make its dramatic debut onto the global arena, claiming that it had founded a sharia-based sovereignty not only in Syria and Iraq but also across the world. ISIS is not unique in declaring war against non-believers, or in calling each and every Muslim to a global jihad. As an example, al Qaeda’s members were mostly
comprised of Arabs who fought against Soviet Russia during the “Afghan jihad” (Johnson and Mason, 2007) and went onto commit the 9/11 attacks against the US, and Lebanon’s Hezbollah promised to continue fighting without recognizing any treaties, ceasefires, or peace agreements until the Muslims re-gained their rights and lands (Levitt, 2013). All these groups are of the same opinion about maintaining a global war against the West and bringing the Muslims altogether under the same flag of Islam, like many other radical Islamist groups. What differentiates ISIS is that the group has been working to declare and promote those claims to the world online unlike the former examples, which remained relatively less salient and efficient in cyberspace. ISIS became the first radical group to claim a “cyber caliphate” when Cunaid Hussein, an ISIS militant from Britain, hacked the official Twitter and YouTube accounts of the U.S. Central Command, and published the following message online: “In the name of Allah, the Most Gracious, the Most Merciful, the Cyber Caliphate continues its Cyber Jihad” (CNN, 2015). By doing so, ISIS also became the first actor to conceptualize the “cyber jihad”. So, why does ISIS persist on having supremacy in cyberspace?

Considering the spatial, financial, and legal obstacles in reaching a large audience and convincing others of ISIS’ ongoing ideological battle, online radicalization appears to be the easiest and most efficient way to disseminate messages in order to gain new recruits. There are many facets to be discussed and understood about why the group claims a cyber caliphate, with persuasion and propaganda being the primary goals of ISIS in cyberspace. Their communication strategy attempts to persuade prospective recruits to do the following: Join the group, and fight in order to restore a caliphate for Islam (Farwell, 2014). If the target is non-believer, then persuade the target to accept Islam and move to Syria (hijrah). ISIS pursues complicated and well-planned communication strategies, particularly in social media, such as using the rhetoric of takfir, a very powerful doctrine of excommunication by pronouncing a Muslim an infidel (Zelin, 2014). Using the rhetoric of takfir, ISIS threatens Muslims with dismissal from Islam if they do not advocate what the group offers in the name of their peculiar interpretation of religion. Muslim youths, especially the ones who live in Western countries, facing discrimination, and isolation in small Muslim enclaves (Graham, 2015), pay great attention to ISIS’ call, as the group’s call for a global jihad and a universal caliphate under the flag of sharia on the borderless earth of Allah appears to promise limitless freedom, a utopia that those young people have long been yearning for. So, online propaganda and communication strategies of ISIS mostly address such a disgruntled group of youth easily prone to online radicalization.

The dissemination of knowledge plays a vital role for ISIS in online radicalization. Notwithstanding its extremist and irrational interpretation of the world and religion, the group’s online media strategy stands as a modern and sophisticated one (Lesaca, 2015) that encompasses a wide spectrum of online magazines in different languages such as Dabiq in English and Konstantiniyye in Turkish, numerous social media platforms including Twitter, Facebook, and YouTube accounts, as well as blogs and forums to gather similar minds together. Through those platforms, the group has the opportunity of sharing high-quality photographs and videos, which reflect ISIS’ growing violent political extremism (Conway, 2017). Hence, online media is an endless source for ISIS to simply reveal its tour de force. Apart from elaborating on the advanced skills of ISIS members, one should shed light on the reasons why and how ISIS uses cyberspace and online media so efficiently for online radicalization. Next chapter will problematize radicalization, and analyze mainstream theories of radicalization, and then be followed by another one that will integrate the cyber-psychological and behavioral approaches into radicalization theories to understand how cyberspace facilitates radical groups such as ISIS for online radicalization.
REVISITING THE THEORIES OF RADICALIZATION

Scholars of radicalization propose different types of models in order to explore the radicalization of individuals, as well as the decision to participate in radical groups, and engage in violent behavior. In each model, scholars underscore multifaceted social, economic, structural, psychological, circumstantial, and other types of determinants to dismantle the path towards radicalization. Therefore, there is not one strain of radicalization model that is agreed upon, giving the radicalization debate a lively characteristic. For example, the radicalization model proposed by some scholars concentrates on the theme of cognitive opening and attempts to analyze which material and non-material circumstances make individuals drift towards radicalization (Bjorgo & Horgan, 2009; Blee, 2002; Simi & Futrell, 2010). For others, the psychological wellbeing of individuals is of significance, so that emotions such as alienation, anger, disenfranchisement, and belief of being unjustly treated might pave the way for radicalization (Kimhi & Even, 2006). Peer dynamics (Bakker, 2006), motivation of group belonging (McCauley & Moskalenko, 2011), adventure-seeking (Gibson, 1994), seeking power and prestige (Stern, 2003), and demographic factors such as gender and age (Chermark & Gruenewald, 2015) are also usually considered significant factors among scholars.

Though there is a plethora of studies on why and how individuals become radicalized and join radical groups in the literature of radicalization and terrorism, there is almost no scholarly attempt to contextualize online radicalization within the radicalization theories. In order to examine the online radicalization process of individuals, one should carefully integrate those theories into the literature on radicals’ use of cyberspace. Most of the radicalization theories regard the radicalization as a process, and attempt to analyze that process stage by stage. Among different types, there have been several established and widely-accepted models which try to examine the radicalization process. This chapter focuses on the mainstream models so as to contextualize online radicalization from a cyber-psychological and behavioral approach in those models.

Borum’s model of radicalization in FBI Law Enforcement Bulletin is a prototypic psychological one (Borum, 2003). In his model, Borum proposes 4 stages: An initial stage where an individual notices that his/her conditions are not desirable, the second stage where the individual compares those undesirable conditions and comes to the conclusion that “it is not fair”, the third stage where the individual blames a specific target for the unfair situation, and the last stage where the individual generates stereotypes and dehumanizes the enemy who seems responsible for the unfair situation (Borum, 2003). So, Borum’s model of the process of radicalization focuses more on the ideological and psychological sides of the process.

Based on his ethnographic study among the members of Al-Muhajiroun, Wiktorowicz develops a 4-stage model of joining extremist groups, though he considers the term radicalization problematic: An initial stage where the “cognitive opening” of the individual occurs as a result of reverse life experiences such as discrimination or victimization, the second stage where those experiences lead the individual towards “religious seeking”, the third stage where the individual regards the worldview of extremist Islamic groups as overlapping with his/her worldview and engages in a “frame alignment”, and the last stage where the individual’s “socialization and joining” the extremist Islamic groups occurs (Wiktorowicz, 2004). In spite of being a limited analysis of participation in extremist Islamic groups, Wiktorowicz’s model offers significant insights about behavioral process of pre-participation.

Examining the radicalization process through a 5-floor staircase model, Moghaddam’s model is also well-established (Moghaddam, 2005). On the ground floor, the individual experiences unfairness and relative deprivation, and if the individual believes that he/she cannot reach at greater justice through
mobility or cannot influence the decision makers, he/she is more likely to climb onto the second floor where the anger and frustration with the deprivation is channeled towards the “enemy” mostly through physical force. On the third, the individual finds other like-minded individuals, and begins justifying terrorism. On the fourth, individual joins a terrorist group, and embraces the “us vs. them”, and “good vs. evil” categorizations of the group. Finally, individual is trained for injuring and killing others, and sent to realize terrorist acts (Moghaddam, 2005). So, Moghaddam takes the process from a psychological/perceptional step, feeling of relative deprivation, and ends with physical act of violence.

Criticizing the gaps in the micro and macro approaches to the study of terrorism and radicalization, Sageman attempts to bridge both through a middle-range approach (Sageman, 2008). So, in contrast to the previously mentioned three models which explain radicalization process through sequential stages, Sageman puts forward the interplay of three cognitive and one situational factors to propose a non-linear radicalization process (Sageman, 2008). Among the cognitive factors are the sense of moral outrage which refers to feeling of being morally violated, the frame of interpretation which is used to justify the situation such as “war against Islam”, and resonance with personal experiences such as discrimination (Sageman, 2008). According to Sageman, those cognitive factors reinforce each other, and in total, these factors may result in radicalization of the individual. As a situational factor, Sageman mentions “mobilization through networks”, which refers to the individual’s confirmation of his/her ideas through communication with other radicalized individuals (Sageman, 2008).

In the light of those established models, how could one explain online radicalization? The following chapter will integrate theories of radicalization into cyber-psychological and behavioral explanations of online radicalization so as to reveal how the ISIS’ use of cyberspace attracts individuals and paves the way for online radicalization.

A CYBER-PSYCHOLOGICAL AND BEHAVIORAL APPROACH TO ONLINE RADICALIZATION

Throughout the previous chapters which reviewed the online presence of ISIS and the theories of radicalization, many aspects pertaining to the psychological and behavioral facets of the debate were covered. Both chapters referred to the psychological and behavioral dimensions of radicalization while addressing the reasons of ISIS’ claims for a cyber caliphate and the main determinants of radicalization. With the purpose of contributing to the literature on online radicalization, this chapter elaborates on how internet technologies may facilitate online radicalization by providing favorable conditions for socialization, enculturation, cognitive opening, and anonymity. In doing so, this chapter tries to expand the scope of theories of radicalization by applying the aforementioned themes to explain online radicalization through the example of the ISIS’ use of cyberspace.

Scholars generally argue that anonymity on the internet enables individuals to connect and socialize with others who share similar ideologies and values with themselves (Quinn and Forsyth, 2013). Such anonymity helps particularly lonely, marginalized, non-assertive, and asocial individuals socialize very quickly, since it is easier to communicate online without the pressure of face-to-face interaction, and online socialization helps individuals eliminate their socio-phobia. According to previous research, individuals experience lower social anxiety, more social desirability and higher self-esteem in the cyberspace than the virtual world due to the veil of anonymity (Joinson, 1999). Such “positive” impact has several outcomes, according to McKenna and Bargh (2000):
The assurance of anonymity gives one far greater play in identity construction than is conceivable in face-to-face encounters. One can, for instance, change one’s gender, one’s way of relating to others, and literally everything about oneself […] On the internet, where one can be anonymous, where one does not deal in face-to-face interactions, where one is simply responding to other anonymous people, the roles and characters one maintains for family, friends, and associates can be cast aside.

With regards to radicalization, it could be asserted that most people tend to behave in a harmonious way in the social environment, and the fear of legal ramifications and social rejection may prevent individuals from expressing their radical views and seeking other individuals with similar opinions (Holt, 2007; Quinn and Forsyth, 2013). Yet, anonymity allows individuals to socialize with others without those hesitations, and also diminish personal obstacles such as high social anxiety and low self esteem. This also explains why online platforms constitute the main basis of ISIS’ attraction of sympathizers and new recruits. As previously mentioned, many Muslims living outside the Muslim-majority countries feel themselves excluded and unjustly treated in the societies they live in. The anonymity in the cyberspace gives them the opportunity of impersonation, and they easily meet and socialize with like-minded individuals who encourage them to engage in violent extremist activities and join ISIS. Therefore, the anonymity and socialization opportunities provided by the cyberspace address Wictorowicz’s “socialization and joining,” Moghaddam’s “finding likely minds,” and Sageman’s “mobilization through networks” elements in the ISIS case.

Cognitive opening refers to the phenomenon in which personal crises or awakenings expose individuals to a new reality (Blee, 2002) such as radicalization or taking the decision to engage in violent acts. When individuals enter the process of cognitive opening, they seek ideas consistent with their own. In such a process, the internet, an endless source of ideological communication and messaging, might provide individuals easy access to networks and messages from the radical groups (Britz, 2010). What is more, cyberspace might be a source of cognitive opening following the previous steps of socialization with the help of anonymity. Therefore, internet accelerates the transition from cognitive opening to taking action, and individuals might easily end up participating in radical groups. To have a better understanding of cognitive opening and online radicalization, one should revise the ISIS case one more time. The ISIS’ online media strategy is based on “convincing” others of anything the group claims, despite the irrationality of those claims, in order to accelerate the transition from cognitive opening to taking action. To exemplify, ISIS on its online platforms pretends to win its battle in Syria, and have already established a caliphate in the country where people are happily living. According to what ISIS claims online, new recruits will embrace real Islam by joining group, and they will be martyrs and go to the paradise if they die. Comparing their unjust situation with what ISIS promises, people decide to join the group more easily. Publishing online journals and photographs, and releasing videos which are professionally edited, ISIS disseminates those ideas with the help of cyberspace. Those aspects address Wictorowicz’s “cognitive opening” and Moghaddam’s “perception of fairness and feeling of relative deprivation” in the ISIS case.

Enculturation is one of the most significant aspects of online radicalization. When individuals experience cognitive opening, and find the ideology for which they have long been seeking, they enter into the process of enculturation where they learn the content of that ideology, its code of behavior, and the traditions that its followers embrace. The process of online enculturation is similar to how an individual embraces violent behavior on the streets in the real world. Forums, newsgroups, social media channels, and many other online platforms might facilitate the global transmission of knowledge (Rosenmann &
Safir, 2006), and radical groups get their share from such massive transmission. Once individuals who feel sympathy for radical groups socialize with other sympathizers and members online, they easily embrace the code of conduct and behavior patterns from members of these groups. So, they do not have to physically come together and spend time with one another for such enculturation to occur, as the internet melts the physical barriers of communication. ISIS’ online media strategy appears to be a rich source of enculturation for anyone, as the group attempts to make a jihadi culture with its own jargon. To exemplify, the group uses the words visit (regular meetings of the group members), invitation (gaining new members), migration (participation to the ISIS), and demonic (anything in contrary with the ideology of the ISIS) in its online magazines. Once this jargon is embraced by people, even in the virtual absence of the ISIS in the life of radicals online, such jihadi culture will reproduce itself in different groups and in different times. Borum’s “dehumanizing the enemy,” Wictorowicz’s “religious seeking,” Moghaddam’s “us versus them,” and Sageman’s “frame of interpretation” elements fit very well into such enculturation, and points to why scholars should integrate online radicalization into the literature on radicalization theories with respect to cyber-psychological and behavioral aspects of the debate.

CONCLUSION

Despite the increasing volume of publications that analyze online radicalization and terrorism, there have been almost no scholarly efforts that shed light on the cyber-psychological and behavioral dimensions of online radicalization. This chapter examines the intersections of radicalization theories and the cyber-psychological and behavioral approaches in order to identify how individuals get radicalized online through the ISIS case. Analyzing the online radicalization and radicals’ use of cyberspace with a specific concentration on the ISIS’ claim of a cyber caliphate, the chapter revisits the mainstream theories of radicalization, and specifies the psychological and behavioral facets of the radicalization processes proposed by those theories. Then, it integrates theories of radicalization with cyber-psychological and behavioral explanations of online radicalization so as to reveal how ISIS’ use of cyberspace attracts individuals and paves the way for online radicalization. By doing so, it aims to reach a more comprehensive picture of contemporary developments in online radicalization by elaborating further on ISIS and the cyber-psychological and behavioral dimensions of its use of cyberspace by focusing on the themes of socialization, enculturation, cognitive opening, and anonymity as psychological and behavioral dimensions to assess how cyberspace may play a facilitating role for radicalization.
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KEY TERMS AND DEFINITIONS

**Anonymity:** The condition in which someone’s identity is unknown. It is the adjective of anonymous, which derived from the Greek word *anonymia*, meaning nameless.

**Cognitive Opening:** The state of mind in which an individual is eager to receive the message that mostly has an ideological characteristic.

**Cyberspace:** The virtual space where computer networks and internet exist.

**Enculturation:** The process in which an individual learns, internalizes, and applies the codes of a specific culture.

**Internet:** A worldwide platform that interconnects computer networks.

**Online Radicalization:** An aspect of radicalization where an individual begins or advances his/her radicalization process through cyberspace.